Overview of the i-4 Programme
A summary of i-4 Programme

i-4 consistently strives to be a world leading forum for senior information security professionals, helping them increase their cyber security maturity. We push the boundaries on thought leadership, collaboration and innovation by bringing together leading minds on the big issues, persistent and complex challenges, identifying new ways of combating risk and encouraging engagement by the wider business.

i-4 content is directed by the membership, it covers a breadth of topics and is delivered in a variety of formats. The fundamental ethos of the i-4 concept is trust, collaboration, participation, contribution and the willingness to share not only the extensive experience of its community but also their valuable insight on different approaches and what works. Confidentiality is at our core and our members operate to these values at all times.

### Forums
- Three 3-day Forums a year, held at global locations in March, June and October.
- 80-100 participants at CISO-level and their direct reports.
- Content is driven by i-4 membership.
- Member case studies share content rarely shared in other forums.
- Content is concentrated on strategic delivery, but includes tactical and technical.
- Networking opportunities with peers.

### Personal development
- i-4 offers Members the opportunity to learn and develop their personal skills from shared experiences and knowledge of their peers.
- Opportunity to be elected to the Member Advisory Committee and gain experience providing strategic leadership and direction within the group.
- Opportunity to test and develop thinking amongst peers.
- Earn CPE points from attendance.

### Webinars
- Great way to introduce a topic discussion amongst Members and expand for Forums.
- Recent sessions include Member case studies on issues such as ‘Cyber Insurance – An overview’, ‘User Behaviour Analysis’, ‘Updating Cryptographic Protocols in Critical Financial Systems’ and applications of Blockchain technologies.
- Selected non-Members also provide industry subject matter expertise and views on current and upcoming cyber threats.

### Regional meetings
- A one day event hosted by a Member.
- Opportunity for deep dives in to hot topics identified by Members.
- Recent events have included topics such as: the implementation of a GDPR programme, three lines of defence outside of the financial sector and the role of the NED in cyber security governance.

### Website and newsletter
- More than 15 years of content, knowledge and experience from Forums, Regionals, Roundtable events and webinars.
- No limit on the number of members from your team who can be granted access.
- Content shared by Members such as thought leadership, hot topics, whitepapers and opportunities for collaboration.

### Round table events
- Hosted as requested.
- Outputs from these sessions are shared with all attendees and posted on the i-4 website.
- Recognised by Members as an opportunity for an open benchmarking exercise with no comparison within the market for the depth and level of sharing.

### Member queries
- A very popular i-4 offering for Members to benchmark how they compare to peers or how others have dealt with specific issues.
- Unlimited requests can be made by the Members, the results of which will be collated and shared with the membership.

### Threat and intelligence exchange
- Monthly call sharing the latest threats, mitigation and remediation.
- Members benefit from this rare, trusted, cross-sector intelligence sharing group.
- Dealing with tactical and operational issues related to cyber attacks and information security.
- Augmented by input from other closed intelligence sources and sharing groups.
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